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1. Discussion

This paper considers the following error cases that arise when a roaming UE attempts to perform ATSSS procedures in a VPLMN that does not support ATSSS:

1) The UE requests a new MA PDU Session in a VPLMN that does not support ATSSS; and

2) The UE requests to add UP resources to an existing MA PDU Session in a VPLMN that does not support ATSSS.

These two error cases are separately considered in the two following clauses.
1.1. Initiation of a new MA PDU Session via VPLMN
Fig. 1.1-1 below shows a scenario where a roaming UE attempts to establish an MA PDU Session via a VPLMN that does not support ATSSS. In this case, the AMF in the VPLMN will change the unknown Request Type (MA PDU Request) to an Initial Request and will request a new SM Context from V-SMF, as shown in step 3.

After the H-SMF receives the PDU Session Create Request in step 4:

A.
If the H-SMF supports ATSSS, the H-SMF will detect an error and will reject the PDU Session request; or
B.
If the H-SMF does not support ATSSS, the H-SMF will accept the PDU Session as a single-access PDU Session.
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Fig. 1.1-1: MA PDU Session establishment via a VPLMN that does not support ATSSS

Conclusion 1: If all SMFs in the HPLMN support ATSSS, then a MA PDU Session request via a VPLMN that does not support ATSSS will always be rejected by the HPLMN (as shown in step A1).
Conclusion 2: If not all SMFs in the HPLMN support ATSSS, then a MA PDU Session request via a VPLMN that does not support ATSSS will be accepted as a single-access PDU Session, if the H-SMF selected by AMF happens not to support ATSSS (as shown in step B1). This could possibly be avoided by configuring the H-NRF to provide to AMF (via the V-NRF) only SMFs that support ATSSS. 

1.2. Addition of UP Resources to MA PDU Session via VPLMN
Fig. 1.2-1 below shows a scenario where a roaming UE establishes first an MA PDU Session (directly with the HPLMN or via a VPLMN that supports ATSSS) with UP resources over non-3GPP access and then attempts to add UP resources over 3GPP access via a VPLMN that does not support ATSSS. In this case, the AMF in the VPLMN will change the unknown Request Type (MA PDU Request) to an Initial Request and will request a new SM Context from V-SMF, as shown in step 7.

After the H-SMF receives the PDU Session Create Request in step 8:

A.
If the H-SMF supports ATSSS, the H-SMF will detect an error and will reject the PDU Session request; or

B.
If the H-SMF does not support ATSSS, the H-SMF will accept the PDU Session as a single-access PDU Session, but when it registers with the UDM (step B2), the UDM could reject the registration since the PDU Session ID conflicts with an existing MA PDU Session (registered by H-SMF-1 in step 3). 
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Fig. 1.2-1: Addition of UP resources to a MA PDU Session via a VPLMN that does not support ATSSS
Conclusion 3: If an UE requests to add UP resources to an MA PDU Session via a VPLMN that does not support ATSSS, the request will always be rejected by the HPLMN and, thus, the UP resources will not be added. 
2. Conclusion
Based on the above discussion, it is concluded that:

1.
If all H-SMFs in HPLMN support ATSSS, then there is no issue:
a.
When a new MA PDU session is requested via a VPLMN that does not support ATSSS, the request will be rejected by the H-SMF (as shown in Figure 1.1-1, step A1).

b.
When it is requested to add UP resources to an existing MA PDU session via a VPLMN that does not support ATSSS, the request will be rejected by the H-SMF (as shown in Figure 1.2-1, step A1). 

2.
If not all H-SMFs in HPLMN support ATSSS, then: 

a.
When a new MA PDU session is requested via a VPLMN that does not support ATSSS:

i.
If the selected H-SMF supports ATSSS, the request will be rejected (as shown in Figure 1.1-1, step A1).
ii. 
If the selected H-SMF does not support ATSSS, the request will be accepted as a single access PDU session (as shown in Figure 1.1-1, step A2). The UE can request to release the single access PDU Session if the UE only accepts a multi-access PDU Session.
b.
When it is requested to add UP resources to an existing MA PDU session via a VPLMN that does not support ATSSS:

i.
If the selected H-SMF supports ATSSS, the request will be rejected (as shown in Figure 1.2-1, step A1).
ii.
If the selected H-SMF does not support ATSSS, the request will be accepted as a single access PDU session by the H-SMF, but the UDM can reject it since the PDU Session ID conflicts with the session ID of the existing MA PDU Session (as shown in Figure 1.2-1, steps B1, B2).
We believe that changes to the specifications are needed only for case 2.b.ii, i.e. it should be specified that: 

(a)
the Nudm_UECM_Registration request from an SMF indicates if the PDU Session is an MA PDU Session; and 

(b) the UDM shall reject a Nudm_UECM_Registration request from an SMF, if the request does not indicate that the PDU Session is an MA PDU Session and if the PDU Session ID is the same with the PDU Session ID of an existing MA PDU Session in the UDM.
3GPP

SA WG2 TD


